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Complying with NIS2 
requirements  

 
Cybersecurity enhancement and business resilience at Priva 
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1.1. Our commitment to NIS2 
compliance 

1.2. Building automation: securing 
smarter, more efficient buildings 

 
 
 
 

 
1.3 Horticulture and Indoor 
Growing: protecting innovation and 
sustainability 

 

1.4 Why compliance with NIS2 is 
important to us 

 

1.5 Our Commitment 
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2.1 Our risk-based approach to 
cybersecurity 

 
2.1 Technical, operational and 
organizational measures
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2.2. Cybersecurity risk-based 
approach alignment with Priva’s risk 
appetite  
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3.1. Incident management 

3.2. Proactive monitoring 

3.3. Clear response protocols

 
3.4. Incident reporting
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3.5. Supply Chain Security

3.6. Networking security

3.7. Access control

 
3. . 
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4.1 Continuous monitoring: 
detection of threats 

4.2 Regular system maintenance

4.3 Updates 
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5.1. Security-minded employees 

5.2. Awareness campaigns 
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6 Emergency procedures 

6.1. Rapid system recovery 
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